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Certification mandatory for bussiness decisions
Costomer relationship
Supplier relationship
Stakeholder of the cybersecurity domain and EMERALD

Demand security schemes to build uptrust in cloud services
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Evidence Management for Continuous 
Certification as a Service in the Cloud

• Knowledge graph approach for 
managing evidence

• Assisted mapping among metrics 
and requirements

• Continuous auditing for all 
stakeholders

• Validation in industrial pilots

• Complex IT ecosystems
• Immature Continuous 

assessment concept
• Lack of technical 

interoperability
• Incomplete support  

of the certification 
process

• Highly regulated 
cybersecurity
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